
            Langrish School E-Safety Statement            

At Langrish we are committed to the use of computer technologies 

and recognise the Internet as a valuable tool for learners of all ages.  

However, we also acknowledge that computers, mobile devices and 

the Internet do have the potential for inappropriate use and access 

to undesirable material from which we have a duty of care to 

protect our pupils. 

 

In order to fulfil that duty of care, Langrish School will: 

- Use a filtered Internet service to prevent access to sites 

containing undesirable material. 

- Ensure that all internet access within the school is supervised 

by an adult. 

- Continue to maintain a high standard of staff safeguarding 

training, including e-safety. 

- Educate our pupils - using age-appropriate lessons, assemblies 

and resources - about the responsible use of technology, and 

how to deal with some of the threats, dangers and challenges 

they may face in the digital world. 

  

For more guidance on e-safety from Hampshire County Council, 

please visit their website: 
https://www.hants.gov.uk/socialcareandhealth/childrenandfamilies/safeguardingchildren/onlinesafety 

 

As a Rights Respecting school, this e-safety statement has been designed to safeguard and 

uphold Article 17 and Article 19 of the United Nations Convention on the Rights of the Child. 

https://www.hants.gov.uk/socialcareandhealth/childrenandfamilies/safeguardingchildren/onlinesafety
https://www.hants.gov.uk/socialcareandhealth/childrenandfamilies/safeguardingchildren/onlinesafety


 

After talking about keeping safe online we decided that we will:  

Tell an adult if we get a message that upsets us or if it is from someone we don’t 

know.  

 Not respond or don’t delete the message because the adult needs to see it.  

Be careful about messaging on the internet 

Not speak to anyone that we don’t know. 

Not share any private information such as our full name, address, telephone number 

or the name of our school. 

Keep our passwords private (but we will share them with our parents). 

Always make sure we ask our parents before going on the internet. 

Not send any unkind messages – always use kind words. 

Only play games that we are old enough to play – we won’t play games that are for 

older children. 

Not use Facebook, Instagram, WhatsApp or any other social media until we are old 

enough. 

 

Trust our grown-ups decisions about what we can use online. 

 

Agreed by:  

Mrs Wood: _____C.WOOD______________                              Me: ______________________________ 

My parents: ___________________________ 


